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H i s t o r y .  T h i s  r e v i s i o n  i m p l e m e n t s  D O D
Directive 5210.46 at Appendix A.
S u m m a r y .  T h i s  r e g u l a t i o n  e s t a b l i s h e s
responsibilties, policies, and procedures for
t h e  s e c u r i t y  o f  G o v e r n m e n t  a n d  p e r s o n a l
property of Army tenents in General Services

Administration (GSA)-controlled DOD-occu-
pied buildings in the National Capital Region
(NCR).
A p p l i c a b i l i t y .  T h i s  r e g u l a t i o n  a p p l i e s  t o
Active Army, Army National Guard(ARNG),
and US Army Reserve (USAR) elements oc-
cupying general purpose space in any GSA-
controlled buildings in the NCR.
P r o p o n e n t  a n d  e x c e p t i o n  a u t h o r i t y .
The proponent agency of this regulation is
the Office of the Secretary of the Army.
A r m y  m a n a g e m e n t  c o n t r o l  p r o c e s s .
Not applicable.
S u p p l e m e n t a t i o n .  L o c a l  s u p p l e m e n t a t i o n
of this regulation is prohibited except upon
approval of the Administrative Assistant to
the Secretary of the Army. Request for ex-
c e p t i o n ,  w i t h  j u s t i f i c a t i p o n ,  w i l l  b e  s e n t
t h r o u g h  c o m m a n d  c h a n n e l s  t o
HQDA(SAAA), WASH DC 20310..
Interim changes. Interim changes to this

regulation are not official unless they are au-
thenticated by The Adjutant General. Users
will destroy interim changes on their expira-
tion dates unless sooner superseded or re-
scinded.

Suggested Improvements. Users are in-
vited to send comments and suggested im-
p r o v e m e n t s  o n  D A  F o r m  2 0 2 8
(Recommended Changes to Publications and
B l a n k  F o r m s )  d i r e c t  t o  H Q D A ( S A A A ) ,
WASH DC 20310.

Distribution. Active Army, ARNG, USAR:
T o  b e  d i s t r i b u t e d  i n  a c c o r d a n c e  w i t h  D A
Form 12-9A requirements for AR, Security--
D.
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1. Purpose.
This regulation establishes responsibilties, policies, and procedures
for the security of Government and personal property of Army
tenents in General Services Administration (GSA)-controlled DOD-
occupied buildings in the National Capital Region (NCR).

2. Applicability.
T h i s  r e g u l a t i o n  a p p l i e s  t o  A c t i v e  A r m y ,  A r m y  N a t i o n a l  G u a r -
d(ARNG), and US Army Reserve (USAR) elements occupying gen-
eral purpose space in any GSA-controlled buildings in the NCR.

3. References.
DOD 5220.22-M (Industrial Security Manual for Safeguarding Clas-
sified Information (ISM)) is a required publication. It is cited at
paragraph 9.

4. Explanation of terms.
Special terms used in this regulation are explained below.Additional
terms are explained in appendix A.

a. Building Security. Prevention or control of loss or damage to
Government and personal property due to theft, sabotage, civil dis-
turbance, natural disaster, or similar causes.Building security also
includes action to minimize interference to official business con-
ducted on Army-occupied premises by special or security protection.
The Public Building Service (PBS) of the GSA divides building
security into two levels: normal protection, and security or special
protection.

b. Normal protection. Resonable safeguards for building occu-
pants, visitors, maintenance of order, and protection of the interests
of the Government in real and personal property. GSA determines
requirements and methods for this level

c. Security or special protection. Additional security guard serv-
ice; protection of classified records and property; and installation,
operation, and maintenance of alarms and other automatic protection
devices. Using agencies and activities will establish requirements
and provide funds for such measures as approved by the Office of
the Administrative Assistant to the Secretary of the Army (SAAA).

5. Policy.
a. Basic policies for security of DOD buildings in the NCR are in

Appendix A.
b. DA will establish a system of key and lock control.Requests

for new or additional keys or locks must be fully documented.

6. Responsibilities.
a. Director, Washington Headquarters Services (WHS), Office of

the Secretary of Defense (OSD). The WHS Director is responsible
for the overall administration and coordination of GSA/DOD NCR
building security matters, including the Pentagon Building. Guid-
ance not complying with OSD directives will be revised to reflect
OSD policies and procedures.

b. Administrative Assistant to the Secretary of the Army(SAAA).
The Administrative Assistant is responsible for the following:

(1) Provide for the security of Army-occupied space in GSA/
DOD buildings in the NCR.

(2) Serve as the point of contact with OSD, other DOD compo-
nents, DA tenant agencies and activities, and other agencies on
building security policies and DA practices.

(3) Approve requests for additional guards to supplement normal
protection.

(4) Approve requests for installation, operation, and maintenance
of security devices needed to supplement normal protection.

(5) Insure that budgeting, funding, contracting for services, and
coordination with OSD(WHS) for supplemental security is arranged
for or conducted by the Space and Building Management Service-
Washington (S&BMS-W).

(6) Examine security policy matters jointly with the Under Secre-
tary of the Army, when warranted

(7) Coordinate all matters of significance concerning building
security with the Office of the Chief of Staff, Army.

(8) Assure that the physical security program for DA occupied

Government owned or leased administrative space under the control
of GSA is executed properly.

c .  C o m m a n d i n g  G e n e r a l ,  U S  A r m y  M i l i t a r y  D i s t r i c t  o f
Washington(CG, MDW). The CG, MDW is responsible for the
following:

(1) Insure that physical security surveys of all DA agencies and
activities in the NCR are conducted.

(2) Submit results of surveys for DA agencies and activities oc-
cupying GSA-controlled space to SAAA.

(3) Provide applicable portions of the survey reports to the sur-
veyed agencies for information and action as appropriate.

d. Pentagon Counterintelligence Force (PCF). The PCF will--
(1) Provide counterintelligence (CI) and operations security(O-

PSEC) support to HQDA agencies when requested.
(2) Provide CI technical assistance involving locks and access

control devices.
(3) Furnish reports to the inspected agency’s security manager.
e. Heades of Army agencies and activities to which GSA/DOD

building space is assigned in the NCR. These persons are responsi-
ble for the security of space under their jurisdiction. They will--

( 1 )  I m p l e m e n t  a p p r o p r i a t e  i n t e r n a l  s e c u r i t y  m e a s u r e s  a n d
safeguards to control access within their assigned areas and to pro-
tect Government and personal property. This includes establishing
strict key control procedures, visitor monitoring, and protecting clas-
sified holdings and personal and Government property.

(2) Determine the sensitivity of particular areas. When appropri-
ate, establish and justify security measures over normal protection
provided by GSA. The agency or activity head is responsible for the
use of additional Federal Protective Service Officers and commer-
cial contract guard services, and the installation, operation, and
maintenance of alarms and other security devices. In this capacity,
they will perform the following actions:

(a) Prior to submitting requests for special protection and en-
hanced security services from GSA, insure that funds are available
from tenant resources. This is necessary because services provided
by GSA are on a reimburseable basis.

(b) Obtain approval for such requests from the Office of the
Administrative Assistant.

(c) Coordinate requests for acquisition of supplemental services
with S&BMS-W and with the Area DOD Building Administrator.

(d) Provide detailed justification with requests for additional pro-
tective and/or security services or construction. Also cite the regula-
tions or directives upon which the request is based.

f. All Army members and employees. These persons will take
r e a s o n a b l e  p r e c a u t i o n s  t o  p r o t e c t  p r o p e r t y  a n d  c l a s s i f i e d
materials.They will also take steps and measures to protect against
l o s s  o f  b u i l d i n g  p a s s e s  o r  d o o r  k e y s .  B u i l d i n g  o c c u p a n t s  w i l l
promptly report any loss of property, passes, or keys to their imme-
diate supervisor and their agency or activity security officer.

7. Building passes.
A building pass system has been established to control access to
GSA/DOD buildings in the NCR. This system is described in ap-
pendix A.

a. Requests for building passes for Army tenants in GSA/DOD
buildings in the NCR will be processed through the proper activity
personnel or security offices.

b. Army activities authenticating requests for permanent building
passes for use in the NCR will insure that--

(1) Favorable National Agency Checks (NACs) have been com-
pleted on prospective recipients.

(2) Recipients have legitimate needs for permanent passes.
c. Army activities authenticating requests for temporary building

passes will insure that--
(1) There is no unfavorable information concerning prospective

recipients.
(2) NACs or NACs with Written Inquiries (NACIs) have been, or

will be, initiated.
(3) Recipients have legitimate needs for building passes.
d. Army tenant activities will insure that specific activity offices

are designated to maintain records and insure accountability for
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passes. Passes no longer required will be returned to point of issue
for destruction.

e. Appropriate action will be taken against persons who willfully
lose, destroy, alter, or misuse passes. Action also will be taken
against people who fail to promptly report losses of passes.

8. Key and lock control.
a. Army Pentagon Building tenants may request new or addi-

tional locks or keys, or additional keys for existing locks.These
requests will be sent to the Director, S&BMS-W. All requests will
include complete justification. Requests exceeding reasonable re-
quirements will be denied.

b. Appropriate action will be takenagainst persons who willfully
lose, destroy, alter, or misuse keys. Action also will be taken against
people who fail to promptly report losses of keys.

9. Special protection.
a. Requests by Army tenant activities for special security facili-

ties or protection services will be sent through command channels to
the Office of the Administrative Assistant.

b. Physical alterations or special security construction will be
planned in accordance with section IV and appendixes IV and V of
DOD 5220.22-M.

c. All requests will--
(1) Include justification and information on source and availabil-

ity of funds.
(2) Be coordinated with S&BMS-W and the OSA Security Man-

ager before formal submission.
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Appendix A
Department of Defense Directive 5210.46
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